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she has been called a “security badass” by the New York Times. Sherri has been featured as the 
protagonist in the book, Breaking and Entering: The Extraordinary Story of a Hacker Called “Alien.” She is 
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Roadmap
Case: Ray Hushpuppi
Business Email Compromise 

Scams
Voice Cloning Demo
A BEC Sting Operation!
How A Hacked Email Can 

Turn into a Major Breach
Ways to Protect Yourself and 

Your Clients

Ray Hushpuppi Sentenced!

Conspired to launder over 
$300 million!
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Case Study: Hushpuppi Scams a NY Law Firm

• Victim 1: NY Law Firm
• Transferred $922,857 to an 

account controlled by the 
criminals

• Represented a client who was 
refinancing a property w. 
Citizens Bank

• Paralegal sent verification email 
to a scam address that looked 
like Citizens Bank

• Law firm policy – must be sent to 
firm “by fax and followed-up by 
a phone call”

“Ramon Abbas, a.k.a. ‘Hushpuppi,’ targeted both American and 
international victims, becoming one of the most prolific money 
launderers in the world,” said Don Alway, the Assistant Director 
in Charge of the FBI’s Los Angeles Field Office.

Case Study: Hushpuppi Scams a Law Firm

• Paralegal follows the process!
- Receives a fax in response w/ fraudulent 

wire instructions
- Calls the number on the fax to verify 

(oops!)

• Wire transfer - $922,857 
• Not discovered until much later
• No funds recovered
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Model Rules of Professional Conduct

• ABA Formal Opinion 483
 Issued October 17, 2018
 Duty of confidentiality (Oregon RPC 1.6)
 Duty of competence to develop an understanding of relevant technology (RPC 1.1)
 Obligation to monitor digital infrastructure on which confidential client 

information resides
 Obligation to act reasonably and promptly to contain and mitigate the adverse 

effects of the breach
 Obligation to conduct reasonable assessment of what occurred
 Obligation to provide notice of data breach
 Current clients
 Former clients

Business Email Compromise is on the Rise

Image: https://www.proofpoint.com/us/blog/email-and-cloud-threats/fbis-ic3-report-
financial-losses-email-fraud-increased-nearly-50-just
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What is Business Email Compromise?

• Criminals steal money 
• Typically leverage hacked email 

accounts
• Monitor communications
• Look for scam opportunities
• Send a carefully crafted spoofed 

or hacked email to trick 
recipients into transferring funds

Attorneys Are Targeted

Business Email Compromise Incidents, 2023 – Beazley Insurance 
https://www.beazley.com/en-US/cyber-services-snapshot/2024-cyber-risk-predictions/latest-trends/
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It’s Easy to Break Into Email Accounts

How Hackers Monetize Your Email Account

Hackers can:
• Reset your passwords for other accounts

- Ecommerce, Banking, Social media & more

• Send malicious emails to your contacts
- Get more victims!

• Sell your password on the dark web
• Steal data from your email

- Financial details (tax info, etc.)
- Personal info (SSNs, birthdays, etc.)

But the big payoff is….
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The Big $$ Comes from BEC Scams

1. Executive fraud
2. Upcoming real estate transaction
3. Payroll redirect
4. Vendor payment (i.e. invoice fraud)
5. Billing fraud
6. Attorney impersonation

Example: BEC Lure

From: Sherri Davidoff  <myipadmailcoo.net@gmail.com>
Subject: urgent task
Date: November 8, 2022 at 12:17:48 PM CST
To: XXXXXX@lmgsecurity.com

Hi Sam,

Do you have some free moment? I'll need you to get something done for
me real quick.

Sent from my mobile device

13
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Payroll Redirect 

https://abnormal
security.com/blog
/bec-group-
targets-teachers-
payroll-diversion-
attacks

Trend: Impersonating Attorneys
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Multistage Attacks

Gift Card Scams 
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Conduct Cybersecurity Awareness Training

• On-Demand Awareness Videos
• Email Reminders
• Include Phishing Exercises
• Email, text, phone scams

Use Multifactor Authentication 

• Something you know 
(Type 1)

• Something you have 
(Type 2)

• Something you are 
(Type 3)

Multifactor = more than one

19
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Voice Cloning Attacks are Here

• Scammers call a victim
• Claim to be a known person

- Or that person is in the room

• The person has public audio or video
- It just takes ~1 minute of audio

• Use voice cloning to instruct the 
victim to move $$

• “I heard Michael's voice. I thought I 
was talking to Michael”

https://abc13.com/ai-generated-voice-cloning-scams-
against-elderly-82-year-old-loses-17000/14009790/

Voice Cloning is Fast and Free

https://elevenlabs.io/voice-cloning
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Demo: Cloning Sean’s Voice

Demo: Cloning Sean’s Voice

(That took 1 minute and cost $1)
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Potential Threats to Attorneys

• Pretend to be you 
- Direct staff to move funds

• Pose as clients
- Direct you to pay $ and bill them, 

or move funds held in trust

• Scam your bank
- Pose as your finance clerk, 

etc. 

It’s Easy to Spoof Caller ID…

“There was also an 
increasingly prevalent 
tactic by BEC bad 
actors of spoofing 
legitimate business 
phone numbers to 
confirm fraudulent 
banking details with 
victims.” -FBI 2022 
IC3 report
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Carefully Verify Callers

• We can’t rely on voice any more
• Call back a number or email 

address that you know is legit
• Consider video verification

- (Until the scammers get good at 
faking videos)

• Be cautious using Knowledge 
Based Authentication (KBA) 
- i.e. security questions
- Can be stolen, guessed or phished Source: https://www.microsoft.com/en-us/security/mobile-authenticator-app

Your one-stop shop for 
experienced legal services!

Demo: A Sting Operation!

Sue Septebel
Finance Clerk
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• Haak & Abel is buying a new building!
• An ACH payment of $250k needs to be 

sent ASAP
• The recipient is Paul Allen, who owns a 

real estate business
• Sue needs to send Paul a form so he can 

confirm his bank details

Sue is Helping with A Big Purchase!

Sue Gets Phished!

29
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The Phishing Website

It Must Be Safe, Right? …Right?

31
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• Phishing sites often try to collect 
multiple passwords

• Confirms to the adversary that you 
entered the correct password

• Can also lead to the theft of multiple 
passwords at the same time

Hackers Often Want Multiple Passwords…

Sue is Using Multifactor Authentication!

• Something you know 
(Type 1)

• Something you have 
(Type 2)

• Something you are 
(Type 3)

Multifactor = more than one
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The Hackers Steal Sue’s MFA Code, Too

One-Time Passcodes (OTP) are Phishing-Prone

• Phishing web sites captures codes 
and use in real time

• Attackers text/call and request codes
- Sometimes for “verification” purposes

https://blog.knowbe4.com/u.s.-government-says-to-use-
phishing-resistant-mfa

35

36



4/9/2024

19

The Hackers Quickly Login to Sue’s Account!

The hackers logged in… 

Now They Have Full Access to Sue’s O365 Account

37
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• Searched for key terms:
- Invoice
- Payment
- etc.

• Viewed Mailbox contents

The Hackers Searched Sue’s Mailbox

The Hackers Find the ACH Form

Paul needs to confirm 
his banking information

LLP
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The Attackers Set Up Mail Forwarding Rules!

• A spoofed domain is 
registered so the attacker 
can impersonate Paul

• Almost identical, except 
“Real Estate” is missing a 
letter

The Attackers Register a Fraudulent Domain

“relestate”

41
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They Deleted the “Real” Response from Paul

The attackers saw this, deleted 
it, and then…

Hacker “Paul” Emails Sue

“relestate”
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• The attackers use Sue’s email to communicate 
with the real Paul

• That way he won’t get suspicious
• Routinely deleted these emails from the 

“Sent” folder

The Hackers Also Sneakily Send Emails to “Real” Paul

Hacker “Paul” Sends the Completed ACH Paperwork!!!

Signed by “Paul Allen”

LLP
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• Co-Founder of Microsoft
• Died in 2018
• The hackers found his signature online…
• Copied it into the ACH form!

The Actual Paul Allen…

The Hackers Did Not Give Up Easily…

47
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Recap – Email Hacking for $$

1. Criminals use stolen passwords to access email
2. Search email for invoice/wire transfers etc.
3. Steal data, if desired
4. Add mail forwarding rules, if desired
5. Send fake invoice/wire transfer requests
6. Profit

Out-of-Band Verification Can Help!

• Receive an email with: 
- Updated bank account info?
- Request for wire transfer?
- Request for financial data?

• Always verify using a second method 
of communication

• Phone, face-to-face, Zoom, etc.
• Use contact info you already have

- Not from the email!

49
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• Your data may also have 
been stolen

• Potential data breach 

Additional Damage…

4/9/2024

Hackers Might Sync Your Whole Mailbox

The attackers synced the whole 
mailbox to their local computer!

51
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Hackers Comb Through Attachments

Hackers Access & Download Files from SharePoint
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• Your reputation
• Client trust
• Lawsuits
• Financial damage
• IT outages
• Risk for clients

- Identity theft
- Financial losses
- & more, depending on the data

Damage from Cyber Incidents

Cybersecurity Incidents are VERY expensive

55

56



4/9/2024

29

More Data = Higher Damages When it Leaks

Reduce Your Data

The Cheapest Way to Reduce 
Your Risk!
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Cyber Insurance is More Important than Ever

• Information security & privacy liability
- Legal defense
- Investigative expense
- Claims & damages due to privacy violations

• Regulatory fines (state/federal laws, etc.)
• Business interruption

- Lost revenue (after a waiting period)
- Recovery/remediation costs
- May not provide coverage due to 3rd party 

provider outages
• Contingent/dependent business interruption

Cyber Insurance Can Help if You’re Hacked!

• Call your insurer’s hotline
- Typically staffed by attorneys
- May also be staffed by insurer’s team

• Hotline staff identify parties to bring in
- IR partner
- Ransomware negotiator 
- etc.

• Get on a call with attorneys and IR partner
• Triage & develop initial response strategy

59
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Proper Notification is Critical

• Ethics
• Current vs. former 

clients
• 3rd party liability

• Ransomware & extortion cases 
are widespread

• Threats to release client files
• Public auctions
• Criminals may contact clients 

directly
- Did the bad guys have access to 

client contact info? Watch out

The Criminals May Notify For You

61
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Password Re-Use is a Top Cause of Breaches

• Criminals steal your passwords
• Or buy them on the dark web

• Try them everyplace they can!
• Personal sites, work sites
• “Credential stuffing”
• Automated tools
• All your cloud apps are at risk

“Hackers don’t break in, they log in”
- Bret Arsenault, Microsoft

Choose a Strong Password

• Unique 
• Long 
• Complex
• Changed routinely

https://pages.nist.gov/800-63-FAQ/
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Password Managers Can Help!

• Unique passwords can’t be re-
used if stolen

• Make sure they are difficult to 
guess

• Use a password manager!
• Team sharing
• Password escrow
• Popular:

 Dashlane, 1Password, BitWarden
 Low cost or even free 

(Remember to use MFA for the login!)

Embrace Passwordless Authentication!

65
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7 Key Takeaways

1. Use Multi-Factor Authentication
- Ideally using strong authentication
- Any MFA is better than no MFA

2. Conduct Cybersecurity Awareness Training
3. Reduce Your Data
4. Get (Good) Cyber Insurance
5. Pick Unique, Strong Passwords
6. Use a Password Manager Program
7. Embrace Passwordless Authentication

Questions?

• Sherri Davidoff 
• CEO
• info@LMGsecurity.com
• 406-830-3165

• Sean Hoar
• Partner - Chair
• shoar@constangy.com
• 503-459.7707
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WHY DO CRIMINALS HACK YOUR 

EMAIL ACCOUNT?

YOUR DATA IS WORTH $$ 

Business email accounts are potential gold mines. Your emails 

contain valuable data, such as Social Security Numbers, 

passwords, credit-card numbers, and other details that can 

be sold for money on the dark web. In some cases, criminals 

copy entire accounts of correspondence, which can later be 

used for ransom or political gain.

CRIMINALS USE EMAIL FOR FINANCIAL FRAUD 

Often, criminals hack into a business email account in order to 

commit 昀椀nancial fraud. For example, a criminal might break into 
an email account and then immediately search for data that 

could easily be monetized (such as invoices or wire transfer 

instructions). Next, the criminal creates a fake invoice or wire 
transfer noti昀椀cation to redirect the funds, and then waits for the 
money to arrive. Sophisticated criminals add mail 昀椀ltering rules 
that lengthen the time to discovery. 

YOUR CONTACTS BECOME THE NEXT VICTIMS 

Once criminals break into an email account, they often made 

a point of targeting related accounts, such as co-workers, 

clients, or anyone listed as a contact. 

EMAIL HACKS CAN BE DATA BREACHES

In addition to 昀椀nancial fraud, extortion, reputational damage 
and more, an email account break-in may “count” as a data 

breach. If an attacker had access to con昀椀dential information, 
you may be required to notify the data subjects and report a 

breach under state or federal law, depending on the contents 

of your email. 

HOW DO CRIMINALS GET ACCESS?

In recent years, email has moved to the cloud,  

enabling users (and criminals) to access email from 

anywhere in the world. Here are three ways that  

criminals get access to your email:

INFECT YOUR COMPUTER 

Criminals infect your computer by enticing you 

to click on a link or open a malicious attachment. 

When you do, your computer may be infected 

with malware that monitors your keystrokes or 

steals your login information when you submit a 

web form. 

FAKE A WEB SITE 

Criminals may set up fake web sites that  

look just like your email provider, bank or other 

common web service. Then, they trick you into 

visiting the web site, using phishing emails or 

other methods. When you type your password 

into the fake web site, they capture it and use it 

to login to your accounts. 

BUY YOUR PASSWORD ON THE DARK WEB  

There have been so many data breaches that 

billions of passwords are available for sale on 

the dark web. If your password was stolen in the 

past, it may be sold on the dark web to others 

who will use it to login to your accounts. 

PREVENT & RESPOND TO  

BUSINESS EMAIL COMPROMISE   

Email account break-ins seem to happen as often as the common cold— and yet they can lead to 

large 昀椀nancial losses, reputational damage, and more. In this handout, we’ll discuss how criminals 

break into email accounts, and what you can do to protect yourself and your organization. 

HOW TO:

1
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WE ARE HERE TO HELP  

Please contact us any time you have a question or need additional support.  

Phone: 406-830-3165  | Toll-Free: 1-855-LMG-8855  |  E-mail: info@LMGsecurity.com

REFERRING A CLIENT 

To refer a client to LMG Security, please email info@LMGsecurity.com

145 W FRONT STREET
MISSOULA, MONTANA 59802
www.LMGsecurity.com

PROTECT YOUR ACCOUNTS

You can protect your email (and other data online) using strong passwords and login security. First, here are a few important terms 
to know:

AUTHENTICATION - A method for verifying a person’s identity. 
For example, I might tell my computer that I am “jsmith,” and I 
prove my identity by typing in a password. 

VERIFICATION - There are three di昀昀erent ways that you can 
verify that you are who you say you are:

• Something you know (for example, a password).
• Something you have (for example, a key).
• Something you are (for example, a 昀椀ngerprint).

TWO-FACTOR AUTHENTICATION - Verifying a person’s identity 
using two methods combined.

PASSWORD MANAGERS - A smart way to remember strong  
passwords is to not remember them at all! A password  
manager is secure software that stores your passwords in  

an encrypted vault on your computer, or in the cloud. 

Here are some video tutorials for setting up and using  

password managers and two-factor authentication: 

www.LMGsecurity.com/passwords

WHAT SHOULD YOU DO IF YOUR EMAIL GETS HACKED?

Reset your password. 

If possible, activate two-factor authentication. 

Place a legal hold on any mailboxes that you suspect may have been compromised, to preserve all emails.  

That way you can conduct an inventory and evaluate any data that may have been exposed.

Preserve logs immediately. Export and make copies of any logs that might show who logged into your email account,  
where they logged in from, or what they did. This can potentially help you narrow down the scope of the incident.

Call for professional help. Business email compromise can trigger breach noti昀椀cation laws, and lead to fraud and other 
crimes. Act quickly and get experienced guidance when you need it.

DO
Use Two-Factor Authentication! It’s easy to set up 
with many providers, such as O昀케ce365 and Google. 

Pick Strong Passwords - Choose a password  
that is long- at least 14 characters or more. Use a 
passphrase (a sentence fragment, song lyrics, etc.) 
to help you remember it. 

Use a Password Manager Program to store 

your passwords securely, so you don’t have to  
remember them all. Popular options include  
LastPass and KeePass.

TIPS FOR STRONG PASSWORDS AND LOGIN SECURITY

DON’T
DON’T Share Your Password with anyone—not 
friends, co-workers, vendors, or even IT sta昀昀.

DON’T Re-use Important Passwords. Avoid using 
the same password for multiple di昀昀erent websites  
or services. Never re-use personal passwords for 
work, or vice versa. 

DON’T Write Your Password Down on Paper,  

unless it’s secured in a locked location.

DON’T Store Passwords in Files on Your Computer, 
such as Word documents or spreadsheets.  
Instead, use a secure password manager.

1
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MULTI-FACTOR  
AUTHENTICATION (MFA) 
Overview & Best Practices  

WHAT IS MULTI-FACTOR AUTHENTICATION?
Authentication is the process of verifying a user’s identity.  

Typically, this is done using any of the following factors:

TIP SHEET:

Multi-factor authentication, or MFA, combines two or more factors to add extra layers of protection to your 

account. That way, if an attacker steals your password or your phone, you still have another layer of protection. 

LMG recommends that organizations enable MFA on any compatible internal and internet-facing applications, 

services, and accounts. 

SOMETHING YOU KNOW
such as a username or password

SOMETHING YOU HAVE
a physical token or authenticator app for example

SOMETHING YOU ARE
such as a 昀椀ngerprint or retinal scan

WHY DO YOU NEED MFA?

The 2022 Verizon Data Breach Investigation Report found that 82% of breaches involved a human element – e.g. 

social engineering – and over 60% of those attacks were a result of phishing. As organizations continue to grow their 

cloud portfolios, share credentials, and build trust relationships between platforms, criminals will increase their focus 

on compromising emails to gain access to your organization, on-premises systems, cloud environments, and even 

partner ecosystems. 

Let’s look at one recent example. 

A 昀椀nance clerk fell victim to a phishing attack and typed her email password into a criminal’s website by 

mistake. Since the organization did not require multi-factor authentication, the criminal easily accessed and 

searched the clerk’s emails and identi昀椀ed the organization’s payroll vendor. The criminal then entered the 

clerk’s email password into the payroll login screen (unfortunately, the clerk used the same password for 

multiple accounts) and successfully accessed the company’s payroll cloud platform. The lucky criminal used 

the access to divert the paychecks of multiple employees into the criminal’s own bank account—which the 

criminal then emptied and closed after the next pay period—walking away with a hefty payday.

Implementing MFA is one of the most inexpensive ways to reduce your risk of fraud and data breaches. 

www.LMGsecurity.com

https://www.verizon.com/business/resources/reports/2022/dbir/2022-data-breach-investigations-report-dbir.pdf
https://www.lmgsecurity.com/the-benefits-of-multi-factor-authentication/
http://www.LMGsecurity.com


BEST PRACTICES FOR IMPLEMENTING MFA

  Enable MFA on every compatible application, 

service, and account. Prioritize high-risk  

services such as Internet-facing accounts  

and cloud platforms. 

  Whenever possible, used strong MFA such as 

a smartphone application or a hardware token. 

Simple SMS messages are more easily intercepted 

and misused by criminals. Consider implementing 

one of the following as your primary MFA solution: 

Authenticator apps. Authenticator apps are 

designed to encrypt sensitive authentication 

tokens, authenticate endpoints, and resist attacks. 

Hardware fobs. These small devices, such as 

Yubikey and Titan Security Key, are small enough 

to attach to your keychain. These options are 

either directly connected to your computer or 

are scanned using a protocol like Near Field 

Communication (NFC). This eliminates the risk 
from lost cell phones or SIM swapping attacks. 

Biometric authentication. Go passwordless! You 

can use 昀椀ngerprints, palm scans, facial recognition, 
or other options. 

  If you must use SMS authentication (which is less 
secure and subject to SIM jacking / SIM swapping):

Contact your telecommunications provider and 

add a PIN or passphrase to your cellular accounts. 
This makes it much harder for a criminal to take 

over your phone number and have your texts sent 

to their phone. All major U.S. carriers support  

this option.

  Check the fallback options! Often, victims get 

hacked because a criminal forces the MFA system 

to use a backup method such as SMS. Make sure 

you understand what fallback options are enabled 

in your MFA system and disable any that don’t 昀椀t 
your security model. 

  Check that your cloud providers support strong 

authentication (not just SMS) before you sign up. 
If you’re already using a platform that does not 
support strong authentication, urge your vendor 

to roll out support, and carefully evaluate whether 

the risk is worth the bene昀椀t of that service.

HOW TO CHOOSE AN MFA SOLUTION

You have multiple options for MFA solutions. But 

our 昀椀rst caveat is that no matter which solution you 
choose, HOW you con昀椀gure and implement any of 
these solutions impacts their performance. 

Three of the most common and most supported 

options are Duo, Microsoft Authenticator, and Google 

Authenticator. Here’s a quick overview of what sets 
them apart:

Microsoft Authenticator. It’s free with your O昀케ce 365 
or Azure AD subscription! It supports all Microsoft 

services and can be used manually to sign into any 

traditional TOTP MFA integration. As an added bonus: 

the Microsoft Authenticator can also act as a password 

manager with direct mobile integration and available 

apps for both Google Chrome and Microsoft Edge.

Google Authenticator: It’s free! The authenticator is a 
code generator and is supported by a large number 

of vendors and services right out of the box. While it 

shares many features in common with Microsoft and 

Duo, it lacks many of the management, response, and 

more sophisticated options. Google Authenticator 

is especially appropriate for individual and small 

business usage. 

Duo. Requires a fee (although it is relatively 
inexpensive) for more than 10 seats, but it’s a  
full-featured and robust solution with the following 

bene昀椀ts: 

• Supports a variety of authentication methods

• Facilitates push noti昀椀cations 

• Works natively with a large variety of services (out  
of the box support for Slack, Akamai, Atlassian, etc.) 

• Includes strong logging and monitoring features

• Enables self-enrollment for a user’s personal or  
work devices 

• Integrates directly with Identity Providers like Azure 

AD to facilitate Single Sign-on (SSO) services

Any MFA is better than no MFA, but some solutions 

provide more features and are easier to manage. 

Implementing the right solution for your needs can 

quickly and easily provide your organization with a 

much stronger security posture. 

MULTI-FACTOR AUTHENTICATION

info@LMGsecurity.com 

406-830-3165 

1-855-LMG-8855
www.LMGsecurity.com

Want LMG to implement or manage MFA for you?  
Contact us. We o昀昀er MFA as a managed service or handle  
the implementation for you to take the burden o昀昀 your team.

https://www.yubico.com/solutions/office-365-mfa/
mailto:info@LMGsecurity.com
http://www.LMGsecurity.com
https://www.lmgsecurity.com/contact-us/


TIPS FOR STRONG PASSWORDS 

AND LOGIN SECURITY

DON’T Share Your Password with anyone—not 

friends, co-workers, vendors, or even IT sta昀昀.

DON’T Re-use Important Passwords. Avoid using 
the same password for multiple di昀昀erent websites  
or services. Never re-use personal passwords for 
work, or vice versa. 

DON’T Write Your Password Down on Paper,  

unless it’s secured in a locked location.

DON’T Store Passwords in Files on Your Computer, 

such as Word documents or spreadsheets.  
Instead, use a secure password manager.

Use Two-Factor Authentication! It’s easy to  
set up with many providers, such as Office365  
and Google. 

Pick Strong Passwords. Choose a password  

that is long - at least 14 characters or more.  
Use a passphrase (a sentence fragment, song  
lyrics, etc.) to help you remember it. Passphrase 

Example: Jan 1st is NewYears!$ or  

Won’tyoubemyNeighbor?

Use a Password Manager Program.  

Store your passwords securely, so you don’t 
have to remember them all. Popular options 
include LastPass and KeePass.

DO

DON’T

AUTHENTICATION 

A method for verifying a person’s identity. For example, I 

might tell my computer that I am “sdavido昀昀,” and I prove my 
identity by typing in a password. 

VERIFICATION 

There are three di昀昀erent ways that you can verify that you 
are who you say you are:

• Something you know (for example, a password).
• Something you have (for example, a key).
• Something you are (for example, a 昀椀ngerprint).

TWO-FACTOR AUTHENTICATION 

Verifying a person’s identity using two methods combined.

PASSWORD MANAGERS 

A smart way to remember strong passwords is to not 
remember them at all! A password manager is secure 

software that stores your passwords in an encrypted  
vault on your computer, or in the cloud.

Here are some video tutorials for setting up and using  

password managers and two-factor authentication: 

www.LMGsecurity.com/passwords

IMPORTANT TERMS

PROTECT YOUR PASSWORD  

– A CHEAT SHEET  

HOW TO:

Do you hate passwords? Have trouble remembering them? You’re not alone! Passwords are  

both incredibly important and challenging to manage. Strong passwords are the foundation of 

cybersecurity and may be the di昀昀erence between a data breach and just another day at the  

o昀케ce. Here are simple steps you can take to make your passwords strong and stress-free. 

WE ARE HERE TO HELP  
Please contact us any time you have a question or 

need additional support. 

Phone: 406-830-3165  | Toll-Free: 1-855-LMG-8855 
E-mail: info@LMGsecurity.com

REFERRING A CLIENT 
To refer a client to LMG Security, please email  
info@LMGsecurity.com

145 W FRONT STREET
MISSOULA, MT 59802
www.LMGsecurity.com

http://www.LMGsecurity.com/passwords
mailto:info@LMGsecurity.com
http://www.LMGsecurity.com
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